XMS-Enterprise provides everything you need to manage and operate your Wi-Fi network from a single console. Delivered as an on-premise platform, this easy-to-use management system brings rich functionality and powerful insights into the network.

**KEY BENEFITS**

**STREAMLINE IT OPERATIONS**

XMS-Enterprise improves Wi-Fi management with a comprehensive suite of powerful, easy-to-use tools to design, deploy, monitor, and troubleshoot Wi-Fi networks from a single intuitive console. Designed for massive scalability, XMS-Enterprise can support a Wi-Fi network with tens of thousands of access points. XMS-Enterprise delivers a rich set of proactive alerts, notifications, and automated performance assurance capabilities to increase the availability and uptime of the Wi-Fi network.

**SIMPLIFY MANAGEMENT**

With zero-touch provisioning, businesses can deploy Wi-Fi in minutes without having to rely on IT to set up the network. Application Control lets network administrators easily identify up to 1,400 applications at the network’s edge where they can be allowed, blocked, or throttled to prioritize applications and achieve predictable performance even under heavy network load. Application policies can be scheduled for time-of-day or day-of-week to streamline IT operations.

**AT A GLANCE**

- Fast implementation with zero-touch deployment
- Complete application visibility and control
- Simplified and automated operations
- EasyPass Access Services for Guest, BYOD and IoT
- Flexibility to run on VMware or Hyper-V
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EASE USER AND IOT ACCESS

EasyPass makes the Wi-Fi connection experience virtually seamless for end users because it does not require users to download applications or install certificates. Employees with minimal technical knowledge can easily and securely connect personal devices to the corporate network using Microsoft, Google or simple IT-issued credentials.

HIGHLIGHTS

SSO WITH OFFICE 365 AND GOOGLE CREDENTIALS

Administrators can combine Wi-Fi access with Microsoft Office 365 and Google Apps authentication (Single Sign On - SSO), so that the same user credentials can be used to connect to the Wi-Fi network and access domain resources. Users are blocked network access to Wi-Fi until authenticated against the Microsoft (Office 365) or Google ecosystems.

UNIFIED MANAGEMENT

XMS-Enterprise provides a “single pane of glass” management view across the entire Xirrus Wi-Fi network. A high performance network including XT-5000 series Gigabit Ethernet switches and XR multi-radio access points can be managed from a single platform and simplifies IT operations.

CUSTOMIZABLE REPORTS

Get pre-defined and customizable reports about network usage and health, including data regarding applications, clients, APs, and overall network performance as well as traffic statistics for troubleshooting, trend analysis, and capacity planning. Stats can be exported to spreadsheets or other tools for further analysis and reporting.

<table>
<thead>
<tr>
<th>Product Series</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>XMS-9000-XX</td>
<td>Free Xirrus Management System-Enterprise software for VMware or Hyper-V; requires license to manage devices</td>
</tr>
<tr>
<td>XMS-9000-XXXXX</td>
<td>Xirrus Management System-Enterprise licenses based on number of radios</td>
</tr>
<tr>
<td>XAS-9000-EASYPASS-X</td>
<td>1-, 3-, or 5-year EasyPass subscription per radio for unlimited users with XMS-Enterprise</td>
</tr>
</tbody>
</table>